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Abstract 

Language researchers are usually aware of intellectual property and personal data (PD) requirements. The 
problem, however, arises when these two legal regimes have conflicting requirements. For instance, when 
copyright law requires the acknowledgement of the author, but personal data law enshrines the data mini-
misation principle. It is a practical question for a language researcher whether he should name the author 
of the text used for, e.g., building a language model, or follow the data minimisation principle not to name 
the author.  
The access right that a data subject has introduces similar conflicts. The question is what the scope of the 
access right is. Does it cover only processed personal data, or does it extend to data derived from PD? 

This work is licenced under a Creative Commons Attribution 4.0 International Licence. Licence details: http:// creativecom-
mons.org/licenses/by/4.0/ 
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The interaction of the freedom of expression with PD protection entails several problems. The question is 
whether researchers can publish their research results containing personal data. The General Data Protec-
tion Regulation establishes a general framework that needs to be implemented by EU member states. We 
analyse different implementations based on examples from several EU countries.  

 

1 Introduction 

There is an awareness that intellectual property1 and personal data2 (PD) protection are relevant in lan-
guage research. These two regimes are often applicable simultaneously, and their requirements might 
seem contradictory. Therefore, we have chosen three specific cases3 to outline the interaction of intel-
lectual property and personal data protection and provide preliminary guidance. 

Firstly, we explore the interplay between the data minimisation principle and the right to be acknowl-
edged as the author (the attribution/paternity right). On the one hand, the data minimisation principle 
enshrined in the General Data Protection Regulation (GDPR) requires processing4 as little personal data 
as possible (Art. 5 (1) c)). According to the European Data Protection Board (EDPB��³Data minimisation 
substantiates and operationalises the principle of necessity´�(2019: 21). On the other hand, the Berne 
Convention Art. 6bis, which sets the international standard and binds all current EU member states (and 
almost all of the remaining world), gives authors the attribution (paternity) right. The relevant question 
here is whether a researcher who has collected language data containing copyrighted content (for further 
discussion on the process of development of language technologies from the legal perspective, see Kelli 
et al 2020) should attribute the author of the content or follow the data minimisation principle and re-
move all personal data (e.g., WKH�DXWKRU¶V�QDPH��WKDW�LV�QRW�QHFHVVDU\�IRU�SURFHVVLQJ� 

The second case concerns intellectual property SURWHFWLRQ�DQG�WKH�GDWD�VXEMHFW¶V�access right. A re-
searcher might need to decide what data the access right covers in practical terms. Is it only raw personal 
data5 or personal data derived from raw personal data? 

Thirdly, we discuss the impact of personal data protection on freedom of expression since publica-
tions constitute research outcomes. The two previous questions do not require comparative analysis, but 
the situation is different in this case. Therefore, we rely on the General Data Protection Regulation im-
plementation model of the following European Union countries: Austria, Czechia, Estonia, Finland, 
France, Germany, Greece, Italy, Latvia, Lithuania, and the Netherlands. Even though not all EU coun-
tries are studied, we can draw preliminary conclusions about the implementations. Adding more coun-
tries would not change the general picture. 

 

                                                 
1 ,QWHOOHFWXDO� SURSHUW\� FDQ�EH� GHILQHG� DV� ³rights resulting from intellectual activity in the industrial, scientific, 
literary or artistic fields´��$UW����RI�WKH�&RQYHQWLRQ�(VWDEOLVKLQJ�:,32��IP is traditionally divided into three main 
categories: 1) copyright; 2) related rights to copyright; 3) industrial property. 
2 7KH�*HQHUDO�'DWD�3URWHFWLRQ�5HJXODWLRQ��*'35��GHILQHV�SHUVRQDO�GDWD�DV�³any information relating to an identi-
ILHG�RU� LGHQWLILDEOH�QDWXUDO�SHUVRQ� �µGDWD� VXEMHFW¶��� DQ� LGHQWLILDEOH�QDWXUDO�SHUVRQ� LV�RQH�ZKR�FDQ�EH� LGHQWLILHG��
directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location 
data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, eco-
nomic, cultural or social identity of that natural person´��$UW��������� 
3 It should be mentioned that there are several IP and PD protection interaction points whose systematic mapping 
is outside the scope of this article. Therefore, we chose cases that could potentially be relevant for language re-
searchers. 
4 The GDPR defines processing of personal data as ³any operation or set of operations which is performed on 
personal data or on sets of personal data, whether or not by automated means, such as collection, recording, or-
ganisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, 
dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction´ (Art. 
4 (2)). 
5 In the context of this article, the concept of raw personal data refers to information such as age, height, weight, 
nationality, income, physical characteristics and so forth. Derived personal data is based on raw personal data (e.g., 
VXEMHFW¶V�SURILOH�DV�D�FRQVXPHU��WKH�HVWLPDWLRQ�RI�SHUVRQ¶V�OLIH�H[SHFWDQF\�DQG�VR�IRUWK�� 
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2 The data minimisation principle and the right of attribution 

According to the data minimisation principle��3'�PXVW�EH�³adequate, relevant and limited to what is 
necessary in relation to the purposes for which they are processed´��GDPR Art. 5 (1) clause c). The 
European Data Protection Board (EDPB) outlines the data minimisation obligation for default pro-
cessing with reference to GDPR Art. 25 (2) as containing the following elements: 1) amount of personal 
data collected (unnecessary data is not collected); 2) the extent of their processing (processing is limited 
to what is necessary); 3) the period of their storage (the retention period is no longer than necessary); 4) 
their accessibility (the access is limited to what is necessary) (2019: 12-14). The following graph visu-
alises the data minimisation principle as conceptualised by EDPB (2019: 21): 

 

 
The focus of the article is not on the data minimisation principle as such but on the identification of 

the data subject. The European Data Protection Board is of the IROORZLQJ�RSLQLRQ��³Minimising can also 
refer to the degree of identification. If the purpose of the processing does not require the final set of data 
to refer to an identified or identifiable individual (such as in statistics), but the initial processing does 
(e.g. before data aggregation), then the controller shall delete or anonymise personal data as soon as 
identification is no longer needed. Or, if continued identification is needed for other processing activi-
ties, personal data should be pseudonymised WR�PLWLJDWH�ULVNV�IRU�WKH�GDWD�VXEMHFWV¶�ULJKWV´ (2019: 21). 

 
Pursuant to Art. 6bis ����RI�WKH�%HUQH�&RQYHQWLRQ��³the author shall have the right to claim authorship 

of the work´��7KH�,QIR6RF�'LUHFWLYH also contains the obligation to identify the source (incl. WKH�DXWKRU¶V�
name), e.g., in the context of quotation or research exceptions (Art. 5 (3), esp. (a) and (d)). The EU case 
law reiterates the obligation (e.g., C-145/10). Copyright laws of different European Union member states 
contain the same SULQFLSOH��)RU�LQVWDQFH��DFFRUGLQJ�WR�WKH�(VWRQLDQ�&RS\ULJKW�$FW�³The author of a work 
has the right to appear in public as the creator of the work and claim recognition of the fact of creation 
of the work by way of relating the authorship of the work to tKH�DXWKRU¶V�SHUVRQ�DQG�QDPH�XSRQ�DQ\�XVH�
of the work (right of authorship)´ (§ 12 (1) clause 1). In other words, there is a legal obligation to 
acknowledge the author of a work. Therefore, it is compatible with the GDPR since it names compliance 
with a legal obligation as a legal basis for PD processing (Art. 6 (1) c)). 

An overarching theme for this and the following section concerns legal obligations relating to derived 
data, e.g., data derived through text and data mining (TDM). For further discussion, see Kelli et al. 
(2020). Interestingly, the TDM exception contained in the DSM Directive does not require attribution. 
However, it should be borne in mind that the TDM exception only limits the reproduction right and does 
not allow any communication to the public. If the results of TDM are disseminated (e.g., based on quo-
tation or research exception), the attribution right has to be honoured.6 

 

                                                 
6 The attribution right exists only in case of the existence of copyrighted content. In the EU case law, it is pointed 
out that 11 consecutive words could be copyright protected (C-5/08). However, it does not say that less than 11 
words are not copyrighted. For further discussion, see Kamocki 2020. 
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3 The right of access and intellectual property protection 

In combination with the right to be informed and the principle of transparency, the access right forms a 
foundation for exercising WKH�GDWD�VXEMHFWV¶�ULJKWV��The access right requires the controller to provide 
information on the processing of PD, as well as access to the data (GDPR Art. 15). The European Data 
Protection Board conceptualises the right of access as follows (2022: 2): 

 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 

 
The first question for research organisations and researchers (data controllers) is the scope of the access 
right. The question is whether the access right applies to raw personal data or personal data derived from 
raw personal data. In other words, this question asks what PD covers.7 The Court of Justice of the Eu-
ropean Union (CJEU) has not been remarkabl\�FRQVLVWHQW��)RU�LQVWDQFH��LW�KDV�H[SODLQHG�WKDW�³There is 
no doubt that the data relating to the applicant for a residence permit and contained in a minute, such as 
WKH�DSSOLFDQW¶V�QDPH��GDWH�RI�ELUWK��QDWLRQDOLW\��JHQGHU��HWKQLFLW\��UHOLJLRQ�DQG�ODQJXDJH��DUH�>«@�µSHU�
VRQDO�GDWD¶�>«@�$V�UHJDUGV��RQ� WKH�RWKHU�KDQG�� WKH� OHJDO�DQDO\VLV� LQ�D�PLQXWH�� LW�PXVW�EH�VWDWHG� WKDW��
although it may contain personal data, it does not in itself constitute such data´ (C-141/12 paragraphs 
���������,Q�DQRWKHU�FDVH��WKH�&-(8�KHOG�WKDW�³the written answers submitted by a candidate at a profes-
sional examination and any comments made by an examiner with respect to those answers constitute 
personal data´��&ဩ������).  

Understandably, the concept of personal data should be interpreted consistently and extensively. 
However, there is no legal clarity on whether data derived from PD should be made available. WP29 
(2016: 9) suggests in the context of the right of portability (see GDPR Art. 20) that ³XVHU�FDWHJRULsation 
or profiling are data which are derived or inferred from the personal data provided by the data subject, 
and are not covered by the right to data portability´�� 

However, in its very recent draft guidelines, the EDPB (2022, paragraph 96) clearly states that not 
only the raw data provided by the data subject but also personal data derived and inferred from such 
data should be provided to the data subject who requests access to his or her personal data. It should be 
noted that non-personal data, HYHQ�GHULYHG�RU� LQIHUUHG�IURP�WKH�GDWD�VXEMHFW¶V�SHUVRQDO�GDWD��DUH�QRW�
concerned with such requests. The data surrounding PD does not have to be made available as well. 

Within the context of language research, the question is whether the data subject could require access 
to a language model trained using his PD. First, a model that does not contain any personal data is not 
concerned with the right of access. Moreover, the language model containing PD can be protected by 
intellectual property rights (database copyright, database sui generis right and trade secret8). The 
rightholder should have an exclusive right to decide who can access it. The GDPR accommodates this 
line of argument in its Recital 63, explaining the nature of the access right��³That right should not ad-
versely affect the rights or freedoms of others, including trade secrets or intellectual property and in 

                                                 
7 For the concept of PD, see WP29 2007. 
8 Article 21 of the trade secrets directive defines a trade secret as information not generally known, having com-
mercial value and its holder has taken steps to keep it secret. 
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particular the copyright protecting the software. However, the result of those considerations should not 
be a refusal to provide all information to the data subject´�� 

To sum up, the access right does not cover access to a language model containing PD as a whole, 
especially when this model can be considered a trade secret. In this context, IP rights prevail over data 
protection. 

 

4 'DWD�VXEMHFW¶V�ULJKWV�DQG�IUHHGRP�RI�H[SUHVVLRQ  

4.1 General background 

The data subject has the right to object to the processing and obtain the erasure, restriction or rectification 
of PD concerning himself (GDPR Art. 16, 17, 18, 21). These rights PD\�FRQIOLFW�ZLWK�WKH�DXWKRU¶V�ULJKW�
to make his work available. This question can be framed as an interaction of personal data protection 
and freedom of expression (FoE). Personal data protection is not an absolute right (GDPR Rec. 4). Fur-
thermore, freedom of expression is guaranteed by all major international human rights treaties and Eu-
ropean legal acts, such as the Universal Declaration of Human Rights (Article 19), the Convention for 
the Protection of Human Rights and Fundamental Freedoms (Article 10), the Charter of Fundamental 
Rights of the European Union (Article 11). Therefore, the GDPR allows Member States to limit the data 
VXEMHFW¶V�ULJKWV�WR�UHFRQFLOH�3'�SURWHFWLRQ�ZLWK�WKH�IUHHGRP�RI�H[SUHVVLRQ� According to GDPR Rec. 
153, ³This should apply in particular to the processing of personal data in the audiovisual field and in 
news archives and press libraries´� 

 
There are two intriguing questions concerning the interaction of personal data protection and freedom 

of expression: 
1) how to strike a fair balance between personal data protection and freedom of expression in research 

settings? Freedom of expression is usually framed in the context of newspapers publishing facts about 
public figures. Freedom of academic expression is somewhat unclear. Still, it has been interpreted to 
apply to, e.g., x-ray pictures of medical case studies as standard practice. Such accompanying material 
is publicly disclosed in a scientific journal to illustrate the published case. There is no need to obtain the 
consent of the x-rayed person for this purpose. Usually, a person cannot be directly identified from such 
an x-ray. However, if the medical condition is rare, the individual may still be identifiable with the help 
of additional information. As the GDPR defines data concerning health as special categories of PD (Art. 
9), this is an especially delicate example. 

2) how and where to draw a line between processing for academic expression and research purposes. 
Research publication requires prior research. The question is whether this research is covered with the 
freedom of academic expression. We admit that the processing could be covered by the freedom of 
expression except when data is present in the research publication. It is important to emphasise that the 
principles of data minimisation, purpose limitation, accuracy, fairness (GDPR Art. 5), and other require-
ments need to be followed. Research quality and funding conditions often require the publication of 
research data to ensure reproducibility and verifiability of research results. Therefore, there is tension 
between the requirements on providing open data and protecting personal data. For further discussion, 
see Kelli et al. (2018). 
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4.2 Implementation models of EU countries to strike a fair balance between freedom of expres-
sion and personal data protection 

 
The main aim of the General Data Protection regulation is to create a uniform regulatory framework 

throughout the European Union. However, some aspects of personal data protection are delegated to the 
EU member states. Striking a fair balance between freedom of expression and processing personal data 
is one of them.  
$FFRUGLQJ�WR�$UW���������RI�WKH�*'35�³Member States shall by law reconcile the right to the protec-

tion of personal data pursuant to this Regulation with the right to freedom of expression and information, 
including processing for journalistic purposes and the purposes of academic, artistic or literary expres-
VLRQ´� 7KH�*'35�$UW���������IXUWKHU�VSHFLILHV��³)RU�SURFHVVLQJ�FDUULHG�RXW�IRU�journalistic purposes or 
the purpose of academic artistic or literary expression, Member States shall provide for exemptions or 
derogations from Chapter II (principles), Chapter III (rights of the data subject), Chapter IV (controller 
and processor), Chapter V (transfer of personal data to third countries or international organisations), 
Chapter VI (independent supervisory authorities), Chapter VII (cooperation and consistency) and Chap-
ter IX (specific data processing situations) if they are necessary to reconcile the right to the protection 
of personal data with the freedom of expression and information´� 

 
Analyzing the implementation routes of selected EU countries to guarantee academic freedom of 

speech exemplifies several differences. The approach of the EU countries varies from countries that do 
not have any specific provisions to counties with a very detailed regulatory framework. Some countries 
are placed between the two. 

 

4.2.1 Countries without specific provisions 

For instance, the German Federal Data Protection Act (BDSG) does not contain any rules specifically 
implementing Article 85 of the GDPR. The existing broad derogation for research and archiving pur-
poses (Article 27 of the BDSG) is based on Article 89, not 85 of the GDPR. It seems to be deemed 
sufficient by the legislator (Deutscher Bundestag, 2018). Specific state acts regarding media and jour-
nalistic expression exist in many federal states (Länder), e.g., Hessisches Pressegesetz or 
Landesmediengesetz Baden-Württemberg. 

 

4.2.2 Countries with a general provision 

Several studied countries have a general provision (with minor additions) limiting the applicability of 
the General Data Protection Regulation to protect freedom of expression. These countries are Austria 
(the Austrian Data Protection Amendment Act), Finland (the Finnish Data Protection Act), Latvia (the 
Latvian PDPA), and Lithuania (the Republic of Lithuania Law on Legal Protection of Personal Data). 
These general provisions as such are not very informative and, due to their similar character, are not 
presented here. 

Although these countries have a literal implementation model, some still have some additional norms. 
For instance, Art. 7(2) of the Republic of Lithuania Law on Legal Protection of Personal Data further 
provides that the Inspector of Journalist Ethics shall monitor the application of the GDPR and the Law 
on Legal Protection of Personal Data and ensure that this legislation applies to the processing of personal 
data for journalistic purposes and academic, artistic or literary purposes. Therefore, deviating from the 
general principle, the Inspector of Journalist Ethics, not the State Data Protection Inspectorate, is re-
sponsible for supervising the processing of personal data for journalistic purposes and academic, artistic 
or literary purposes. Currently, the Lithuanian case law and the public decisions made by the Inspector 
of Journalist Ethics is too fragmented to make any conclusive statements about the interplay of the FoE 
and PD protection, but it seems that the intention is to intHUSUHW�WKH�FRQFHSWV�RI�³MRXUQDOLVWLF�SXUSRVHV´�
DQG�³DFDGHPLF��DUWLVWLF�RU�OLWHUDU\�SXUSRVHV´�EURDGO\��DV�IRUHVHHQ�LQ�5HFLWDO�����RI�WKH�*'35� 

Article 32(3) of the Latvian PDPA states that when processing data for academic, artistic or literary 
expression, provisions of the GDPR (except for Article 5) shall not be applied if all of the following 
conditions are present: 1) Data processing is conducted by respecting the right of a person to private 
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life, and it does not affect interests of a data subject which require protection and override the public 
interest; 2) Compliance with the provisions of the GDPR is incompatible with or prevents the exercise 
of the rights to freedom of expression and information.  

As one may observe from this quoted provision, it is essentially based on Article 85 (2) of the GDPR 
and contains two parts. The Latvian legislator reacted to a necessity to provide exemptions or deroga-
WLRQV�IURP�FHUWDLQ�FKDSWHUV�RI�WKH�*'35��$V�RQH�PD\�REVHUYH�IURP�WKH�SKUDVH�µH[FHSW�IRU�$UWLFOH��¶�
contained in the quoted provision, the Latvian legislator chose to apply Article 5 (i.e. principles relating 
to the processing of personal data) to be observed while processing data for academic, artistic or literary 
expression from all provisions included in the relevant chapters of the GDPR. At the same time, the 
Latvian legislator provided two cumulative preconditions referred to in the quoted provision for pro-
cessing data for academic, artistic or literary expression in order to avoid the application of the rules 
included in relevant chapters of the GDPR. Therefore, if at least one of these two cumulative precondi-
tions is not met, the GDPR in full should be applied for such processing. 

 

4.2.3 Countries with an elaborate provision 

There are also countries with a more elaborate approach to the interaction of personal data protection 
and freedom of expression, such as Czechia, Estonia, France, Greece, Italy and the Netherlands.  

 
Czechia seems to be the EU country with the most detailed regulation. In Czechia, the GDPR is 

implemented by a completely new law (No. 110/2019 Coll.). Art. 17 gives the legal basis for personal 
data processing for journalistic, academic, artistic or literary expression: (1) Personal data may also be 
processed if it serves, in a reasonable manner, journalistic purposes or purposes of academic, artistic or 
literary expression. (2) The processing of personal data for the purposes referred above is not subject to 
authorisation or approval of the Office and enjoys the right to protection of the source and content of 
information, even in the case of the processing of personal data in a manner allowing remote access.  

Articles 18 to 22 are devoted to the exceptions related to the right of the subject to be informed, 
exceptions related to the protection of the source and contents of the personal information, exceptions 
to the right for corrections, deletion and restriction of processing, and the right to appeal. Some of the 
exceptions are, however, constrained in specific cases. Art. 23 provides further limitations allowed in 
the GDPR. 

The last paragraph of Art. 23 contains a catch-all phrase related to the topic: (3) Where the exclusion 
or limitation of certain rights or obligations would be likely to result in a high risk to the legitimate 
interests of the data subject, the controller or processor shall, without undue delay, adopt and document 
appropriate measures to mitigate such or similar risk. It might be interesting to note that the word aca-
demic has indeed been used in line with the usual legal text practice, even though outside of the legal 
domain, it has a meaning very similar to the French expression µDFDGpPLTXH¶ (see the discussion below 
aboXW�)UDQFH���ZLWK�VHYHUDO�WHQV�RI�³$FDGHPLF´�UHVHDUFK�LQVWLWXWHV�IRUPHG�DFURVV�WKH�FRXQWU\� 

In practice, the formal and often informal guidelines of the Czech Office for personal data protection9 
are that reporting according to the law should be minimised to clear cases of processing personal data, 
and only in the case it is not covered by other provisions of the law. For example, if human subjects 
performing tasks (non-medical) in a research project are being paid by the same institution, their per-
sonal data are being collected for processing their salaries and covered by the reporting done once by 
that institution for the purpose of employment. In such a case, no other reporting is necessary provided 
the writings, speech recording, survey results or other data collected from the subjects are anonymised 
(or collected anonymously) before they are stored and processed, which is often the case in linguistic 
research focused on data collection for machine learning in the area of language technology, where in 
fact individual differences are to be suppressed anyway to get generalised behaviour of the models and 
resulting software tools and applications. 

 
The Estonian Personal Data Protection Act (Estonian PDPA) has two sections to protect freedom of 

speech (Section 4 and 5). Section 4 of the Estonian PDPA regulates the processing of personal data for 
                                                 
9 Available at https://www.uoou.cz/en. 
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journalistic purposes10 and is not addressed here. Section 5 concerns the processing of personal data for 
academic, artistic and literary expression, which is the focus of the article. According to Section 5 of the 
Estonian PDPA ³Personal data may be processed without the consent of the data subject for the purpose 
of academic, artistic and literary expression, in particular, disclosed if this does not cause excessive 
damage to the rights of the data subject´. The Explanatory Memorandum to the Estonian PDPA empha-
sises that the regulation applies inter alia to books, motion pictures, visual art, biographies and other 
content that does not qualify as journalism. According to the memorandum, consent as a legal basis for 
processing PD for academic, artistic and literary expression is not required. The reason is that consent 
can be withdrawn, which could have an adverse impact on the freedom of expression. Although the law 
allows processing PD without consent, it is necessary to strike a fair balance between FoE and privacy 
(2018: 13-14). 

 
Article 80 of the French Data Protection Act attempts to reconcile data protection and freedom of 

expression in France. It derogates from two general principles: the storage limitation and the prohibition 
of processing sensitive data (including data about criminal convictions and offences). It also limits in-
formation rights, access, rectification and restriction, and derogates from the rules on data transfers. This 
framework applies only when necessary to safeguard freedom of expression and information, and only 
ZKHQ�WKH�GDWD�DUH�SURFHVVHG�����IRU�DFDGHPLF��µXQLYHUVLWDLUH¶���DUWLVWLF�RU�OLWHUDU\�H[SUHVVLRQ��RU����IRU�
journalistic purposes by professional journalists, in a way that respects ethical rules (deontology) of the 
profession. The Article clearly states that other laws and codes regarding violations of privacy and rep-
utational damage continue to apply.  

One can be surprised by WKH�DGMHFWLYH�µXQLYHUVLWDLUH¶�LQ�$UWLFOH����RI�WKH�)UHQFK�&RS\ULJKW�$FW��H[�
SUHVVLRQ�XQLYHUVLWDLUH��DUWLVWLTXH�RX�OLWWpUDLUH��UDWKHU�WKDQ�µDFDGpPLTXH¶��DV�LQ�µDFDGHPLF��DUWLVWLF�RU�OLW�
HUDU\�H[SUHVVLRQ¶���+RZHYHU��WKH�VDPH�ZRUGLQJ�LV�XVHG�E\�WKH�)UHQFK�YHUVLon of Article 85 of the GDPR. 
This is because µDFDGpPLTXH¶�KDV�D�YHU\�UHVWULFWHG�PHDQLQJ�LQ�)UHQFK��UHODWHG�WR�WKH�$FDGpPLH�)UDQ�
çaise) and should not be interpreted as limiting the derogatory framework to processing made by schol-
ars with a university affiliation. 

 
Article 28 of the Greek Personal Data Protection Act, corresponding directly to the GDPR (Art. 85), 

aims to reconcile the right to personal data protection with the right to freedom of expression and infor-
PDWLRQ��³LQFOXGLQJ� WKH�SURFHVVLQJ�IRU�MRXUQDOLVWLF�SXUSRVHV�DQG�IRU�SXUSRVHV�RI�DFDGHPLF�� OLWHUDU\�RU�
DUWLVWLF�H[SUHVVLRQ´��0RUH�VSHFLILFDOO\��LQ�the framework of these objectives, Paragraph 1 of this Article 
explicitly enumerates cases where the processing of PD is allowed: ³(a) when the subject of the data has 
given his explicit consent, (b) for PD that have been publicised by the subject, (c) when the right to the 
freedom of expression and the right to information overweighs the right to PD protection, especially for 
topics of general interest or when the PD relates to public persons, and (d) when it is restricted to the 
necessary measure to ensure the right of expression and the right of information, especially with regard 
to sensitive categories of PD11, and criminal cases, and security-related measures, taking into account 
the right of the subject to his private and family life.´ We can deduce that the Article looks more into 
WKH�µMRXUQDOLVWLF�SXUSRVHV¶�UDWKHU�WKDQ�µDFDGHPLF�SXUSRVHV¶��3DUDJUDSK���RI�WKH�VDPH�Article provides 
the exceptions and derogations for processing for such purposes, which are mentioned in Article 85 of 
the GDPR.  

 
Article 136 of the Italian Personal Data Protection Code (PDPC) implements Art. 85 of the GDPR. 

It regulates journalistic as well as academic works. Article 137 defines the categories of PD that can be 
SURFHVVHG�ZLWKRXW�WKH�GDWD�VXEMHFW¶V�FRQVHQW��1DPHO\��VXFK�FDWHgories are special categories of PD and 
                                                 
10 7KH�(VWRQLDQ�3HUVRQDO�'DWD�3URWHFWLRQ�$FW������³Personal data may be processed and disclosed in the media for 
journalistic purposes without the consent of the data subject, in particular disclosed in the media, if there is public 
interest therefor and this is in accordance with the principles of journalism ethics. Disclosure of personal data must 
not cause excessive damage to the rights of any data subjects³� 
11 This is really a different approach from the Netherlands. The Dutch variant links Art. 85 GDPR to academic 
expressions. That leads to legal uncertainty whereas the main principles of the GDPR are oriented towards pur-
poses and legal grounds. The Greek approach seems a clarification of the legal ground of the public interest Art. 
6 GDPR. The emphasis on public persons is in line with the case law on freedom of expression. This raises the 
question to what extent journalistic purposes really are comparable to academic purposes. 
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PD data related to criminal convictions and offences (GDPR Art. 9, 10). Other sections further restrict 
WKHVH� FDWHJRULHV� WR� ³6DIHJXDUGV�DSSO\LQJ� WR� WKH�SURFHVVLQJ�RI�JHQHWLF�GDWD�� ELRPHWULF�GDWD��DQG�GDWD�
relating to KHDOWK´��VHFWLRQ��-I��DQG�³3URFHVVLQJ�HQWDLOLQJ�D�KLJK�ULVN�IRU�WKH�SHUIRUPDQFH�RI�D�WDVN�FDUULHG�
RXW�LQ�WKH�SXEOLF�LQWHUHVW´��VHFWLRQ��-S���$UWLFOH���������SURYLGHV��³,W�VKDOO�EH�DOORZHG�WR�SURFHVV�WKH�GDWD�
concerning circumstances or events that have been made known (communicated/disseminated) either 
GLUHFWO\�E\�WKH�GDWD�VXEMHFW�RU�RQ�DFFRXQW�RI�WKH�GDWD�VXEMHFW¶V�SXEOLF�FRQGXFW´�� 

 
In the Netherlands Art. 85 GDPR is implemented in a broad way in article 43 of the Uitvoeringswet 

AVG. The Article speaks of the reconciliation of rights for journalistic and academic expressions. As 
the Dutch lawmaker explains in the parliamentary discussion (Memorie van Antwoord UAVG 2017-
2018, 34 851, first chamber) Recital, 153 of the GDPR calls for broad implementation. Yet, still, an 
assessment of the proportionality has to take place. If needed, transparency requirements and access 
rights of Chapter 3 GDPR can be disregarded. This raises the question of how researchers should deal 
with transparency requirements inherent to academic research and verifiability. No exemption is possi-
ble from the obligation on data protection by design (Art. 25 GDPR). So, a balancing act and applying 
data protection principles, like data minimisation, is still mandated. Yet, for instance, when necessary, 
in urgent cases, based on this derogation, a researcher can refrain from filling in questions about the 
intended processing, where the institution generally would want this in their shared role of controller, 
based on the obligation to maintain records of processing activities (article 30 GDPR). This is in line 
with article 1.6 of the Netherlands Higher education and Research Act, which states that academic free-
dom is taken into account in universities of the Netherlands. A data protection impact assessment as a 
method for privacy by design could be used to document the balancing act and design a protocol for 
verifiability. 

 

4.2.4 Different implementation models and a way forward 

 
Different implementation models raise the question of their potential impact. As a general observa-

tion, we would emphasise that Article 85 of the General Data Protection Regulation itself is rather vague. 
There is a good reason for this. The right to freedom of speech does not have a clear scope. Freedom of 
speech (also academic freedom of speech) is probably differently defined in different EU countries. This 
means that what could be protected as academic freedom of speech in Estonian is not necessarily iden-
tical to France or Greece. The cultural differences are probably reflected and reinforced in divergent 
GDPR Art. 85 implementation models that are not limited to laws but also extend to legal practice. Since 
research is becoming increasingly international, this could be a problem.  

Personal data protection and freedom of expression are both human rights. This means that one is not 
prioritised over another. The critical issue is to strike a fair balance between them, as personal data 
protection should not affect academic freedom of expression. While openness promotes transparency 
and accuracy of the research, protective measures promote confidentiality. Both aspects are needed to 
preserve trust in research among fellow researchers and the general public. The tension might be re-
solved using the principles on Findability, Accessibility, Interoperability and Reusability of data (FAIR 
2016) advocated by the European Commission (COM(2020) 66). In practical terms, it means making 
the metadata open and providing a clear protocol for accessing the content even if it is not offered openly 
on the internet. 

 

5 Conclusion 

We reached the following preliminary conclusions. Firstly, the data minimisation and the attribution 
right are not contradictory concepts. The acknowledgement of the author is compatible with the GDPR 
as the compliance with a legal obligation. The attribution does not concern all personal data but only 
data that is copyrighted.  

Secondly, the access right primarily applies to raw personal data. There is no legal clarity regarding 
the access to data derived from personal data. The information not containing personal data is not within 
the scope of the access right (even if the information is derived from personal data). The access right 
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could be exercised to get access to personal data derived from raw personal data. This is not the case 
when such access could conflict with intellectual property rights and trade secret protection. Trade secret 
protection considerations could be more relevant here. 

Thirdly, personal data protection usually does not take precedence over the freedom of expression 
and cannot hinder the academic freedom of speech DQG�WKH�DXWKRU¶V�ULJKW�WR�GLVVHPLQDWH�KLV�ZRUN. How-
ever, there could be restrictions on how it can be disseminated. Conducting research may also be covered 
by academic freedom of speech. Although the General Data Protection Regulation provides a framework 
to enhance freedom of speech in the field of academic research, its implementation by different EU 
countrieV�GLYHUJHV��,W�LV�QRW�QHFHVVDULO\�FRPSDWLEOH�ZLWK�WKH�*'35¶V�DLP�WR�HVWDEOLVK�D�XQLIRUP�IUDPH�
work for processing personal data for research and academic expression and could have a negative im-
pact on the dissemination of research results. Therefore it is advisable to rely on the principles of Finda-
bility, Accessibility, Interoperability and Reusability of data. 
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